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1
Decision/action requested

The group is asked to agree on the proposal.
2
References

 [1]
3GPP TR 28.811 v 0.3.0 : "Management and orchestration; Network Slice Management Enhancement"

3
Rationale
To be able to study multi-operator network slice management scenarios, it is important to understand and take into consideration the existing multi-operator scenarios already deployed pre network slicing (pre 5G). 

Further it is important to study how those existing scenarios can be enhanced to also support network slicing in multi-operator scenarios.
A scenario for national roaming is here proposed to be added to clause 5. Propose to add this new scenario as a new scenario under 5.1, therefor some re-numbering of existing clauses is proposed. Also, the headings of 5.1 and 5.1.1 is updated to reflect its contents. 
4
Detailed proposal
To add the following update to 5.1, 5.1.1, 5.1.2 and add a new scenario in 5.1.x and 5.1.x.1 of TR 28.811 v 0.3.0.
	Start of 1st Change


5.1
Network Slice use in multiple networks scenario 1
5.1.1
Description RAN sharing
CSP wishes to provide a communication service in multiple countries or regions. The CSP has selected NOP-A as network slice provider. NOP-A does not have RAN coverage in all of the geographical areas that are required by the CSP.

NOP-A selects NOP-B to provide RAN coverage for one or more geographical areas, and agrees slice subnet requirements with NOP-B.

NOP-A orders the allocation of a network slice by NOP-B which will contain the required RAN network slice subnet. NOP-A may issue the request to NOP-B’s 3GPP management system, or NOP-B may issue the request to its own 3GPP management system.

The network slice instance is modelled as a set of MOIs which exist partially in NOP-A’s management system and partially in NOP-B’s management system.

NOP-A’s management system will contain a NetworkSlice MOI, the cross-domain NetworkSliceSubnet MOI, and the CN NetworkSliceSubnet MOI.

NOP-B’s management system will contain a NetworkSlice MOI and RAN NetworkSliceSubnet MOI.

As part of the provisioning phase, the cross-domain NetworkSliceSubnet MOI in NOP-A’s management system should be configured with a reference to the RAN NetworkSliceSubnet MOI in NOP-B’s management system. 
5.1.2
Identified problems

No technical issues have been identified, but there is no guidance for a NOP on the management capabilities that should be exposed to allow different management levels for a network slice.

Editor’s note: It is FFS how MCEG and EGMF can be used to expose different management levels for a network slice.

	Second Change


5.x
Network slice use in multiple networks scenario 2
5.x.1
Description national roaming
CSP-A wishes to provide a communication service using NOP-A. NOP-A does not have RAN coverage in all of the geographical areas that are required by the CSP-A. CSP-A has a national roaming agreement with CSP-B to allow subscribers of NOP-A to roam into NOP-B. 
NOTE: National roaming is an agreement between two MNOs, and both may have the roles of CSP, NOP, and NSP.
As part of the agreement with CSP-B, CSP-A requests CSP-B to support a communication service for inbound roamers with certain capabilities. CSP-A need to inform CSP-B about the S-NSSAI(s) used by inbound roamers and for the capabilities required for this communication service. CSP-B needs this information first of all to check (with NOP-B) on the NetworkSlice instance(s) to be used by the inbound roamers and whether there is a need to map the CSP-A S-NSSAI to CSP-B S-NSSAI. CSP-A may issue the request to CSP-B’s 3GPP management system, or CSP-B may issue the request to its own 3GPP management system.

For the NetworkSlice instance in NOP-A, this exists in NOP-A’s management system, including the information that the NetworkSlice instance is used for outbound roaming. For the NetworkSlice instance in NOP-B, this exists in NOP-B’s management system, including the information that the NetworkSlice instance is used for inbound roaming. 
5.x.2
Identified problems

The national roaming agreement between CSP-A and CSP-B needs to be enhanced for 5G to also include required NetworkSlice instance information (identify needed enhancement). 

For national roaming, 3GPP management enhancements may be needed to support required exchanges between CSP-A/NOP-A (as well as between CSP-B/NOP-B). 
The NetworkSliceinstance information in NOP-A and NOP-B needs to be updated to support outbound/inbound roaming. This is not currently supported in the NetworkSlice IOC defined in 28.541 [2].


	End of Change


